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OBJETIVO

A presente Politica de Segregacdo de Atividades (“Politica”) da AZ Guidance
Gestdo de Patrimoénio Ltda. (*AZ Guidance”) visa promover o controle de
informacg0des e prevenir eventuais conflitos de interesse.

Esta Politica tem por objetivo estabelecer medidas a serem tomadas para garantir
a segregacao das atividades entre a AZ Guidance e qualquer outra empresa,
controlada ou coligada, prevenindo conflitos de interesse que possam causar
prejuizos para as mesmas, bem como propiciar o bom uso de instalagdes,
equipamentos e informagdes comuns a mais de um setor da AZ Guidance.

Esta Politica também possui o conddao de estabelecer regras internas de
segregacao dentro da prépria AZ Guidance, de forma a aplicar e monitorar as
normas e procedimentos de chinese wall entre as atividades realizadas
atualmente que possam gerar conflitos de interesse e sobre outras atividades que
a gestora possa realizar.

Todos os Colaboradores da AZ Guidance devem conhecer a presente Politica e
suas alteragoes, sendo responsabilidade de cada um observar e fazer com que os
terceiros (incluindo visitantes e prestadores de servigcos) que, sob sua
responsabilidade, tenham acesso as instalacdes ou sistemas da AZ Guidance,
observem as suas diretrizes e normas.

REGRAS INTERNAS DE SEGREGAGAO DAS ATIVIDADES

A AZ Guidance reconhece que a segregacao de atividades é um requisito essencial
para que seja dado o efetivo cumprimento as suas estratégias de administracao
de recursos de terceiros.

O Diretor de Risco e Compliance possui total autonomia e independéncia em suas
decisdes para questionar os riscos assumidos nas operacgoes realizadas, sendo
possivel a aplicacdo das acles disciplinares cabiveis, independente de nivel
hierdrquico, sem que seja necessaria a validacdao prévia dos administradores ou
sdcios da gestora.

A Area de Compliance atua de forma auténoma e independente, se reportando
apenas ao Responsavel por Compliance indicado na Comissdo de Valores
Mobilidrios, conforme o disposto no inciso 1V, art. 4°, da Resolugao CVM n° 21/21
e no art. 11 do Codigo ANBIMA de Regulacdo e Melhores Praticas para
Administracdao de Recursos de Terceiros.



Neste sentido, a AZ Guidance adota um conjunto de procedimentos estabelecidos
pelo Diretor de Risco e Compliance, com o objetivo de proibir e impedir o fluxo de
informagOes privilegiadas e/ou sigilosas para outros departamentos, ou
Colaboradores, da instituicdo que ndo estejam diretamente envolvidos na
atividade de administracao de recursos de terceiros, tais como, mas sem se
limitar:

I. O espaco fisico destinado a atividade de gestdo de carteiras é restrito aos
profissionais responsaveis pela conducao de suas atividades, com
separacdao absoluta dos arquivos e informacdes confidenciais
correspondentes e acesso restrito por cracha nominal e individual,;

II. O acesso de cada Colaborador é restrito de acordo com a equipe a qual
pertence e ao seu nivel hierdrquico, de forma que apenas os Colaboradores
devidamente autorizados terdao acesso a sistemas, bem como aos arquivos,
diretoérios e/ou pastas na rede da AZ Guidance, mediante segregacao fisica
e ldgica, nos termos da Politica de Seguranca da Informacdo e Seguranga
Cibernética da AZ Guidance; e

III. O Diretor de Gestdo nao pode ser responsavel por nenhuma outra atividade
no mercado de capitais, na instituicao ou fora dela, salvo a excecao
permitida pela CVM, como é o caso de atuacao de um Diretor como
conselheiro de companhia aberta ou ndo, nos termos do Oficio-Circular
CVM/SIN/N. 5/2014. Ainda assim, esta hipdtese devera requerer aprovacao
prévia do Comité de Risco e Compliance, para analise e implementacao dos
devidos procedimentos.

Estes procedimentos também buscam impedir que estas informacdes possam vir
a alcangar quaisquer outras empresas, que pertengam ou possam vir a pertencer
a0 mesmo grupo econdmico ou societario que AZ Guidance.

Cada Colaborador possui computador, codigo de usudrios e e-mails proéprios.
Ainda, os colaboradores tém acessos previamente definidos, sendo o Diretor de
Risco e Compliance o Unico a ter acesso a todo conteido que estiver na rede ou
nos desktops pessoais de cada colaborador.

Dessa forma, a AZ Guidance acredita que as medidas acima relacionadas sao
eficazes para cumprir os requisitos minimos de segregacdo de atividades aplicados
a sua realidade, estando sempre em busca de servir adequadamente seus clientes
e cumprir com suas obrigacgoes fiduciarias.



REGRAS DE SEGREGAGAO DAS ATIVIDADES COM TERCEIROS

A AZ Guidance realizard os melhores esforcos para que a segregacao das
informagOes e suas atividades sejam sempre preservadas. Com o intuito de
assegurar a completa segregacgao, os seguintes procedimentos operacionais serao
adotados:

I.

IT1.

ITI.

Iv.

a segregacao fisica de instalacbes entre AZ Guidance e eventuais
controladas e coligadas; bem como dentro das préprias instalagdes da AZ
Guidance;

a segregacao fisica e informacional absoluta e inviolavel entre instituicdes
do mercado financeiro e de capitais pertencentes a0 mesmo grupo
econdmico ou que qualquer Colaborador tenha relacionamento;

a preservacao de informagdes confidenciais por todos os seus
administradores, diretores, colaboradores e funcionarios, proibindo a
transferéncia de tais informacdes a pessoas nao habilitadas ou que possam
vir a utiliza-las indevidamente, em processo de decisdo de investimento,
proprio ou de terceiros, nos termos da Politica de Seguranca da Informacgao
e Seguranca Cibernética da AZ Guidance;

a implantagao e manutencao de programa de treinamento de colaboradores
e funcionarios que tenham acesso a informagdes confidenciais e/ou
participem de processo de decisao de investimento; e

0 acesso restrito a arquivos, bem como a adogdao de controles que
restrinjam e permitam identificar as pessoas que tenham acesso as
informagdes confidenciais.

TESTES DE CONTROLE

A efetividade desta Politica é verificada por meio de testes periddicos dos controles
existentes, com intervalos ndo superiores a 1 (um) ano, sob responsabilidade do
Diretor de Risco e Compliance. Os testes devem verificar se:

L.

II1.

ITI.
IV.

os recursos humanos e computacionais sao adequados ao porte e as areas
de atuacao;

ha adequado nivel de confidencialidade e acessos as Informagdes
Confidenciais, com identificacdo de pessoas que tem acesso a estas
informacoes;

ha segregacdo fisica, légica e funcional;

0S recursos computacionais, de controle e acesso fisico e logico, estao
protegidos; e

a manutencgao de registros permite a realizagdao de auditorias e inspecoes.



VIGENCIA E ATUALIZACAO

Esta Politica serd revisado anualmente, e sua alteracdao acontecera caso seja
constatada necessidade de atualizacdo do seu conteldo. Poderd, ainda, ser

alterado a qualquer tempo em razao de circunstadncias que demandem tal
providéncia.
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